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HaYanbHUK HayKoBO-40C/IIAHOIO BiAAiny
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epexmusHi cnocobu npomudii. [1poaHaAN308aHO OUHAMIKY 3DOCMAHHA GiluuH208UX aMak y
C8iMi, 30Kpema eso/oyito 8i0 MACO8UX eeKMPOHHUX AUCMIig 00 Yi1608020 QiLUH2Y, CMILUUHZY,
8ILUUH2Y MQa 8UKOPUCMAHHS WMy4HO20 [Hmesnekmy 015 cmaopeHHs dingelikia. BucgimseHo
npukaaou  peaneHUX iHYyudeHmis, 30Kpema KOMNpomemauito —ekocucmemu  npm, U0
NpodemMoOHCMPY8aAa 8UCOKI PU3UKU OAS1 AAHYK2I8 NOCMAYAHHS NPO2PAMHO20 3a6e3nedeHHsl.
AKUeHmMOBAHO y8acy HA COYIaNbHO-IHHEHEPHUX aCnekmax amak ma 3pO0CMAaHHI  posi
NCUX0/102{4HO20 8NAUBY HA KOopucmysa4ig. 3anponoHOBAHO KOMNAeKCHUU nidxid 0o npomudii
diwuHey, akul NOEOHye mexHiYHi, opeaHi3ayiliHi ma oceimHi 3axodu. Ocobausy yaaey npudineHo
s8nposadxceHHO mexaHismy Trusted Sender Verification System (TSVS) — cucmemu sepugikayii
dosipeHux 8i0npasHuKig, w0 3a6e3neyye b6a2amopigHesy asmeHMuU@IKAUio enekmpoHHOI
nowmu ma nidsuuyye 0ogipy 00 KoMyHikayil. 303HaYeHO, W0 NOEOHAHHS KpunmozpadiyHux
nepesipok 3 MOOeAIIO COYianbHOI 008IpU MOXCe CymmEeBO 3HU3UMU epekmuUBHICMb PiliUH208UX
amak. OmpumMaHi pesya6mamu Marme NPAKMUYHe 3Ha4YeHHs 05 nidsuLeHHS Kibepcmitikocmi
0epaHasHUX | KOpNopamMuUHUX CMPyKmMyp YKpaiHU.

Kntoyosi crosa: giwiuHe, kibepbesneka, Kibep3noyuH, waxpalcmeo, cucmema sepudikayii

MINTLDOWVD VL [IJOUOHXIL IHUIMYINDODHI "XIX UITEO0d

3a gaHumu 3BTy IBM X-Force Threat Intelligence Index 2024, 41% Bunajkis
MPOHVIKHEHHSA B KOPMOPATUBHI Mepexi noYannce came 3 GilnHrosol ataku [1].
LLlopiuHumia 3BT Proofpoint Takox 3a3Hauae, Wwo 75% opraHisauivi y CBITi CT1Kanncs
xo4a 6 3 OAHIEr0 CNPOOOKD QILLMHTY. Y r106anbHOMY MaclTabi QiLUVHI BXe Kinbka
POKIB MOCMiNb € HaVMOLWVIPEHILLM BNAOM Kibep3nounHy: avie y CLUA B 2022 poui
3adikcoBaHo moHag 300 Tncay ckapr Ha  QIWWHE  (eNekTpoHHWK, SMS Ta
TeneQOHHNI) - BiNbLUe, HiX MO ByAb-AKIA IHLWIN KaTeropil iIHuMAeHTIB. KinbkiCcTb atak
CTabinbHO 3pocTae: akwo y 2019 poui peectpyBanocb ~780 TUC. QiLLMHTOBYX
iHUMAEeHTIB, To Yy 2022-My ix byno BXe 4,74 MiH (Maiixe y 6 pasis binbLue), a 2023-i
BCTAHOBMB HOBWIA MIKOBUI MOKa3HWK ~4,99 mnH Bunaakis [2]. OTxe, npobnemMa He
3HMKAE, @ HaBMakM — MaclTaby Ta BUTOHYEHICTb QILLUVMHIOBMX CXeM MOCTINHO
30iNbLYHOTBECH, 30KpeMa 3aBAsAKN MOSABI HOBUX TEXHOMOTIA Ta BUTOHYEHNX TEXHIK
couianbHOTl iHXeHepil.

QiWVHr - ue pi3HOBNA UMGPOBOrO LUAxXpancTBa, BIZOMWA YyXe Kifbka
LAEeCATNNITb, AKNA | CbOrOAHI 3a/IMLLAETHCA OAHIERD 3 HaHebe3neuHILLNX Kibep3arpo3
AK NS 3BUYANHX KOPUCTYBAYiB, TaK i 4Nst bi3Hecy.
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Harbinbl TpaguuinHii BapiaHT QILLMHIY 34INCHIOETBCA Yepe3 enekTPOHHY
nowTy. bav3bko 96% QILLUNHTOBMX aTak HAAXOAATE CaMe eNIeKTPOHHVMU NCTaMN.
3N0OBMWNCHVKM PO3CKNaKTL MacoBi MOBIZOMAEHHSA, WO iMITYOTb BiZOMI opraHisaLii
(baHKW, MOWTOBI C/IYX0OW, COLUMepexi TOWO), 3i WKIAIMBUMU MOCKNAHHAMK abo
BKNageHHAMM. OBCArn Taknx aTak BeanyesHi — 3a OLuiHKaMW, LWOAHS rnobanbHo
BIANPaBAAETLCA MoHag 3,4 MAPL QILUMHIOBUX  enekKTPOHHUX UCTIB  (MOHaZ
TPWBMOH Ha pik.

CydacHi WabnoHW enekTpoHHUX NNCTIB 414 QiLUVHIY fobpe odopMmIIeHi, He
MICTATE ABHVIX OpdOrpadivHMX MOMUIOK, Ta YaCTO NepCoHaNi30BaHi. 310BMUCHNKY
aKTVIBHO BUKOPWCTOBYHOTb BUTOKM AAHWX Ta BIAKPUTI Lkepena, abu BKIOYATU Y
MOBIAOMNIEHHS peanibHi IMeHa, MOCaZoBI AaHi UM iHLWY OCObUCTY iHbOPMaLLito,
NIABUILLLYFOUN LLIAHCK Ha YCMixX aTaku. MNonynspHO NMPUYMAaHKOK € BigoMi bpeHau:
noHazg 55% OILWVHIoBMX IMerniB y CBITI 3rafyroTb Y KOHTEHTI iM'A 9KOro-Hebyab
BIAOMOro ©6peHay, Wo6 BWKAVKaTK JOBIpy. Macosi email-kamnanii  QilmnHry,
He3BaXarun Ha HeBenuky KOHBEepCito, 3annaroTbCA BUMAHVMMY 33 paxyHOK
BE/INYE3HOrO OXOMJIeHHH — AOCTaTHBLO, 0O XepTBOK CTana He BesrKa YacTnHa
OTPVIMYBauiB, OO 3yCnINa OKynuInCh.

LUinboBuid  (MpuyinbHWA)  GILLMHT €  OiNbll  HebEe3MeYHO  eBOJHOLLIED
KNaCM4HOro QilnHry. ATaky HauileHi Ha KOHKpPeTHy 0coby abo rpyny ocib
(Hanpwknag, CniBpobITHMKa NeBHOI KOMMaHIT), 3 BUKOPUCTaHHAM iHGOPMaLLl MPo HMX
ANS MiABULLEHHS MpaBAONOAIOHOCTI Wwaxpanctsa [3]. OcobnmBo HebesneuHm
PI3HOBMAOM € Tak 3BaHuIM whaling — «Mot0BaHHA Ha KUTIB», KOMU MilLEHHIO GilLnHTY
CTar0Tb OCOOU HAMBULLIOTO PIBHA (AVPEKTOPW, KEPIBHUKI NIAPO34iNiB) abo iHWI «VIP-
MilleHi». Hanpuknag, waxpan moxe BMAATW cebe 3a reHepanbHOro AMpekTopa
KOMMaHIT i Hagicnaty NpaBAonOAiOHUIA NNCT GIHAHCOBOMY AVMPEKTOPY 3 BMMOIOH
TEPMIHOBOro nepekasy KOLUTIB. BignmoBiAHO 4O CyYacCHWX TPeHAB, MpULiNbHNNA
GILLNHT yCe YacTille AOMOBHIETLCA TakMU 3acobamu sk deepfake-Bigo3anucm ym
ayAio — Mpo HWX foknaaHie aani.

[Noka3oBMM € iHUMAEHT Wo cTaBcd 8 BepecHd 2025 poky 3 OAHUMM 3
niaTpVMyBadis (maintainer) JavaScript nig ncesaoHiMoM Qix- (CNpaBXHe iM'a - Josh
Junon). BiH OTpMMaB AXCT, 3aMacKOBaHWA Nig MOBIAOMAEHHS CIyXOW NiATPYMKN
Npm. JINCT HIBUTO BUMaraB OHOBJ/IEHHS HaNaLUTYBaHb ABOGAKTOPHOI aBTeHTUdIKaLl
(2FA) - | MICTMB NOCUMNaHHSg, WO Beny Ha [OMEH, AKWUIA BKKOPWUCTOBYBAaBCHA
3/10BMUCHVIKaMU.

3 OTpUMaHMM AOCTYrNOM aTakyBa/lbHNKM B KOPOTKMIM YacC (MPOTATOM KiSlbKOX
roAvH) onybnikyBann WKIAMBI Bepcii NprHanMHi 18 nakeTis, cepes akvx debug,
chalk, ansi-styles Ta iHWI Ayxe MONynsapHi MakeTu, WO PasoM Mar0Tb MiNbApAM
3aBaHTaXeHb Ha TmxaeHb. LLUKianMBuin Koz OyB OPIEHTOBAHWA Ha KPAZAKKY
KPMMTOBANtOTU: BIH MepexornitoBaB BUKIWKK B Opay3epi, 3MiHIOBaB ajpecy
OTPUMYBaYiB Yy TpaH3aKUidx, NiAMIHIOBAB LiNbOBI apecy Ha Ti, WO KOHTPONHOBaB
3N10BMUCHMIK, TOLLO. ATaka TakoX Mana BAaCTUBOCTI CaMOMoLMpeHHs (worm-like
behavior): ko4 LykaB TOKeHW, AOCTYMY, OOMIKOBI AaHi Ha CUCTEMaxX XepTs, Mir
aBTOMATUYHO iHOIKyBaTW iHLWI MakeTu, SKUMU  BOMOAIE CKOMMPOMETOBAHWIA
NiATPYMYBaY abo iHLLI 0ONIKOBI 3anncu.

Josh Junon  MoBIAOMMB, WO WOro 06MIKOBUM 3anuC Oyno BiAHOBAEHO
NPUOAN3HO 3a 8 TOAMH MiCNS KOMMPOMeTaLil.

All rights reserved | Creative Commons Attribution-ShareAlike 4.0 International License 2025
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Xoua noTeHUian atakm 6yB BennyesHuUn, GakTUyHIi 36MTKM  (0CObAMBO
GiHaHCOBI  uepe3  KPUNTOBANKOTY) BUSBWANCA  BIAHOCHO  HEBEAVKMMW — —
BIATOPrHEeHHA LWKIANMBUX BEPCIV BIAOYNOCH 3a NliUeHi FOAMHN, a KPaZiXKa BUABMNACH
MIHIMaNIbHOK B MOPIBHAHHI 3 MOTEHLUINHKMIM MaclTabamun [4].

3 poCTOM MONYAAPHOCTI MODBINBHMX MeceHAxepiB i SMS, 3710BMUCHVIKNA
aKTMBHO OCBOINN i Ll KaHa/u - Yepes TeKCTOBI MOBIAOMIEHHA (SMS abo MeceHpxepu
TNy WhatsApp, Telegram, Viber) (puc. 1). Mpuknag GilLMHIOBOro MoOBIAOMAEHHS
MOKa3aHo Ha puc. 1.

11:12
< Bank Support

Baw o6nikoBuin 3anunc
3abnokoBaHo. [1iaTBEPAITH CBIN
aKayHT, NepenLUloBLLIM 33
NOCUNAHHAM:

http://examplep[ ].com/verify
11:13

. Call Reply

Puc. 1. Mpuknag GiLLMHroBOro NOBIAOMIEHHS

ATakyBaNbHWKM PO3CUNaOTL MOBIZOM/IEHHS, WO BUAAOTE Ccebe 3a 6aHKW,
MOLUTOBI CYXOW, AEPXOPraHn Yn MONyAspHi CePBICK, CMOHYKAKUM XepTBY MepenTu
3a NOCKaHHAM abo nepeaaTi KOHGIAEHLNHI AaHi. 3a OCTaHHI POKI YaCTKa QILLMHTY,
LLO 3A4INCHIETECA Yepe3 SMS, cyTTeBo 3pocna - y 2023 poui noHasa 28% Ycix
QILLVMHTOBMX aTaK Y CBITIi BUKOHYBaMUCA CaMe LLNSXOM TEKCTOBMX NOBiAOMAeHb. [Ans
MOPIBHAHHS, LLE Ki/lbKa POKIB TOMY LIe MOKAa3HMK OyB Yy MexXax Kiflbkox BiACOTKIB.
Jivwe 3a oanH kBapTan (Q3 2024) obcar atak 3pic Ha 22% [2]. Excneptn
BiA3HAYar0Tb, WO 3 MNiABWLLEHHAM KiNbKOCTI NeriTMMHKMX CepBICHMX PO3CUJIOK
(Hanpwknag, NoBiAOMEHb Bif CNyX60 AOCTaBKM abo aBTOpM3aLiiH1X SMS Bij CaliTiB)
KOPWCTYBaYi CTanu Oinbll LOBIPANBO CTaBUTUCA 4O TEKCTOBMX MOBIAOMEHb, i
Laxpal BUKOPUCTOBYHOTh Lie Ha CBOK KOPWUCTbL [5].

ATakm 4acCTo BUIMNAAAN0Tb MEPEKOHNNBO: 3NI0BMUCHVIK MOXYTb MiApObUTY
none BiANpaBHYIKa (3aMacKyBaBLLV HOMED Mif Ha3BYy YCTaHOBW), BKIFOUNTY OCOONCTI
AaHi (iM'a KopucTyBaya, IHGOPMALID MPO HeLoAaBHE 3aMOBJ/IEHHA TOLLO) abo
HaZaTV B NOBIAOMIEHHI “APYXHI" IHCTPYKLUIT (Ha KWTanT “AKLLO Lie He B/ Hamaranmncs
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YBIAT B akayHT, 3aTenedoHyiTe B C1yxO0y Oe3mnekn 3a HOMEPOM...” — NPV A3BIHKY
XEePTBY YekaTumMe danbLUMBUIA ONepaTop).

HebesneuHMM TakoX € KOMOIHOBaHi COoUiaNbHO-IHXEHepHI aTaku, Lo
3AINCHIOKOTBCA 3 3a4IFHHAM Tene@OHHX A3BIHKIB. KnacnuHi cLueHapii atak icCHyThb
BXe AaBHO: A3BIHOK Bif MCeBAO-CNIBPODITHMKA OaHKy, AKWM “MOMITUB MNigo3piny
aKTUBHICTE” | MNpOCUTb  MIATBEPAMTW  AaHi; abo  [A3BIHOK  HauebTo  Bif
MOZLATKOBOI/MONILT 3 MOrPO30t0 WTPAdIB UM apeLuTy, KO0 HerarmHo He cnaatuti
nesHy cymy. LLaxpal MOXyTb TakOX MNPeACTaBAATICA TexXMiATPUMKON BiJOMMX
komnaHii (Microsoft, mpoBarigepa iHTEpHeTY TOLLO), 3aABAAKYM MPO “BipyC Ha
KOMM'tOTepi XepTBW” i MPOMOHYrUM AOMOMOrY, WO HaCcnpaBal 3BOAUTLCA [0
BCTaHOBAEHHSA LUKIAIMBOrO 3. EMOLUINHWIA TUCK | aBTOPUTETHICTb TOHY — K/HOYOBI
efieMeHTM Takol aTaky. INrCTpaLia 3a3HauyeHoro BuLLe rnokasaHa Ha puc. 2.
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Puc. 2. IntocTpaLis ataku 310BMUCHWKIB Ha CaATU KOPUCTYBaYiB

[0 TpaauuiiHUX Tene@oHHMX CXeM OCTaHHIMK pokamMi Aojanaca HoBa
Hebe3neuHa MOXNMBICTb - BWKOPWCTAHHA LWTYYHOrO iHTenekTy A4 MiApooKM
ronocy. AKWO paHiwe XepTBa MOrfa HacTOPOXUTACA, MOYyBLUM B C/1yxaBLi
He3HaNOMMIA aKLEeHT Yl HeTOYHOCTI, TO Tenep Laxpal 34aTHi CrHTEe3yBaTu ronoc,
NPakTUYHO IAEHTUYHNIA peanbHii NHAMHI. 3a A0noMororo TexHonoril deepfake
audio 3M10YMHLI OTPUMYHOTE ayAio3anuc ronocy KepiBHKKa KOMMaHii abo poauya
XepTBW (Hampwknag, 3i CTOPIHOK B COLMEepexax 4Yu 3 Bifeo) i Ha MOro OCHOBI
reHepyroTb HOBi ¢pasu. Y OAHOMY 3 pPe30HaHCHKX BUMAAKIB CMiBPODOITHUK
diHaHCOBOI GipMK B [OHKOH3I Mepekasas LwaxpadM $25 MH, novyBLUW N0 TenedoHy
ronoc, Wo 6yB MaWCTEPHO 3amMackoBaHWM Mif ron0C MOro AVMPEKTopa. IHWWiA
npuknaz - 3no4dmHHe yrpynoBaHHda y CLUA, ake 3a A0romororo Al-knoHyBaHHA
ron10cCiB TeNedOHyYBa0 NiTHIM NHOAAM, YAAKUM 3 Cebe TXHIX OHYKIB, L0 «MOTpanuin
B Oifly», | BMMaHIOBANO rpoLi (L€ CXeMoto Oy10 3aBAaHO NoHazg $5 MH 36UTKiB).
Taki GakTv NiATBEPLXYHOTE: Tenep HaBiTb roN0cC OiNbLUe He rapaHTye A40CTOBIPHOCTI
CNIBPO3MOBHMKa.

CTaTncTuka BiA3Ha4Ya€e CTpiMKe 3POCTaHHA LUaxXpalrcTB i3 3aCTOCYBaHHAM
Aindenkis: 3a faHMK BCeCBITHLOro eKOHOMIYHOTO GOPYMY, KiNIbKICTb IHLMAEHTIB i3
deepfake-waxpancrtsom 3pocna Ha 1740% 3 2022 no 2023 poku [3].

MpOTUCTOAHHA  QILUMHIOBMM  Ta  COLIOIHXEHEepHWM  3arpo3aM  BlMarae
KOMMIEKCHOro  niaxody. HeoobxigHO MNOEAHYBATW  TEXHOMOMYHI  pilleHHs 3
NiABALLEHHAM OOI3HaHOCTI KOPWCTyBauiB, OCOOAMBO B OpraHisadiax. Hmxue
nepeniyeHo KaA4YoBI CTPaTeril 3axXmnCTy | pekoMeHaaLr:

All rights reserved | Creative Commons Attribution-ShareAlike 4.0 International License 2025



MiXHapOAHNA HayKOBWIA XypHan «paanb Hayki» | Ne 58 (nuctonag, 2025)
ISSN 2710-3056

g

- PerynapHe HaBYaHHS Ta nepesipka CMiBPOOITHUKIB. Y LIbOMY Hamnpamky
HeobXiAHO MPOBOAUT ANA MepCOHany TPEHIHTW 3 KibepririeHn Ta couiaNbHOI
iHXeHepil Ha MOCTIHI OCHOBI Ta O3HANMOMIOBATU 3 HOBWMW BKAAMW aTak
(Hampviknag, AeMOHCTPYBAaTX MPUKNAAN peanbHUX QILLMHIOBUX NNCTIB, CMILLVHI-
noBsigomneHb, deepfake-Bifeo). Haa3BnuaiHO ePeKTBHUM € NPOBeAeHHS QilLINHT-
CUMyNALi — Konn IT-Biaain abo 3anpolleHi GaxiBui Yac Bif 4acy iMiTy0Tb QilLLMHIOBI
ataky Ha npauiBHWKIB 3 HaBYa/NbHOK METO. Taki 3axo4n A03BONAKTL BUABNTU
CNabki MiCLIA | HATpeHYBaTW HaBVYKM PO3Mi3HAaBaHHA 3arpos:

- TMonitvika BepudikaLii KPUTUYHMX 3aMUTIB. Y LIbOMY HanpAMKy HeObXiAHO Ha
PIBHI OpraHiszauin 3anpoBagnTX YiTKi npouefypy NIATBEPAXEHHA  OyAb-AKMUX
GIHaHCOBMX TpaH3aKLUin abo KOHOIAEHLIAHNUX AR, IHILIKOBaHUX Yepes3 enekTPOHHI
KaHann. Hanpuvknag, NpaBuao “ABOX KaHaMiB" AKLO 3annT HaAiMwoB no email un
MeceHzxepy, OOOBA3KOBO MIATBEPANTM MOr0 AOCTOBIPHICTE IHWMM  LLNAXOM
(Tened®OHOM KepiBHWMKY 3a BiZOMM HOMEPOM, OCOBKCTO TOLLLO) Nepes BUKOHAHHAM.
CniBpoOITHMKIB CNig HaBUUTK He OOATUCA MepeBIPATV HaBITb MPOXaHHA Bij
KEPIBHWMKIB -y KOMMaHIl Mae byTn KynbTypa, e A0AaTKOBa Mepesipka CNpUMacTbCs
NO3UTVMBHO. barato aTtak Moram 6yt 3ynvHeHi, Skbwu iCHyBaB 0OOB'A30K
niATBEPAXYBaTY QIHAHCOBI PO3MOPALKEHHSA FTOOCOM abo Yepes BiZe03B'A30K.

- 3axnuleHa baratodakTopHa aBTeHTUdIKaLIS. Y LUbOMYy HanpsmMKy HeobxiaHo
BUKOpUCTOBYBaTM 2FA/MFA ans Bxody — Le 6a30BUIM MexaHi3M CTpYMyBaHHS
QILLMHIoBKMX aTak, afpke HaBiTb AKLLO Mapo/b BUKPaayTb, 6e3 104aTKOBOro ¢akTopa
3NI0BMUCHVIK He OTPUMaE AOCTyn. BaxnnBo, Wob Apyruii ¢aktop 6yB CTINKUM L0
NiAPOOKM: BaxaHO 3aCTOCOBYBaTU anapatHi knroui 6esnekn (FIDO2, YubiKey) abo
LLIOHaMeHLe OAHOPAa30Bi KOoA-reHepaTopu, MpuB'AasaHi A0 MNpucTporo. Cxema
3axKLLeHOT baratoGakTOpHOI aBTeHT1dIKaLil moka3aHa Ha pwvc. 3.

FEHEPATOP
NMAPOJIIB

CEPBEP

NEPEBIPKA | ©
NAPONS

KOPUCTYBAY
1) MNAPOJIb (3
MNEPEBIPKA
OoTP

OEPEER

MAPOIJ1b

Puc. 3. 3axuiLeHa 6aratodakTopHa aBTeHTUIKaLLSA
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AKLLO X BNKOPUCTOBYHOTLCH pUsh-cnosilleHHa B oAaTok (Tnnosa MFA), cig
HanaLTyBaTN OOMEXeHHSA Ha KiNIbKICTb MOBTOPHWIX 3aMUTIB | HABYUTW KOPUCTYBaYIB
HIKOI He NIATBepAXyBaTV 3armnTY, AKX BOHW He OYikyBanu. Ans KoUTUUHX CUCTEM
BapTO BNPOBaAUTY MOITVKY Zero Trust WoAo aBTeHTrdiKaLil: HaBiTb 3 Naponem i
2FA fil kopwucTyBada MOXYTb BMMaraTi  A0AaTKOBUX MIATBEPAXeHb, AKLLO
BUMAAAI0TE MiL03PINo.

- TexHiuHi 3acobu NpoTu QilwnHry. IT-BigAINM NOBUHHI PO3ropTaTh CyYacHi
pilleHHs And  QinbTpauii Ta MOHITOPUHTY Tpadiky, WO 34aTHi aBTOMAaTLYHO
610KyBaTV BIZOMI QILLMHIOBI MOBIAOMAEHHA. BaX1MBO HanalLTyBaTh i NIATPUMYBATH
NpoToKOAM aBTeHTUdIKauil nowTn - SPF, DKIM, DMARC - W06 ycKnagH1tu
3/10BMUCHVIKaM MiApobKy AOMEHIB KOMMaHii mpy QiLLIMHIOBNX PO3CW/KaxX. Takox
MNepcnekTUBHIM € BUKOPUCTaHHA Al-anropuTMiB Ha OO 3aX1CTy — Aedki CyYacHi
CNCTEMW  aHani3ytoTb CTWb JIACTIB | MOBEAIHKOBI  QakTopy, LLOOK MOMITATU
"HeTUNoBI” NMNCTK (Hanpuknag, AKLLO 3 akkayHTy ArpeKkTopa panToM po3Cu/IatoTbCA
3annTy BCIM MIANErIUM 3 He3BUYHMM TEKCTOM, CUCTeMa MOXe 3ab10KyBaTy Taky
PO3CUIKY).

- CTBOpEeHHS KynbTypu kibepbesnekn. TexHiuHi 3acobu edekTVBHI, ane
HeZOCTaTHI, AKWO MepcoHas He BK/IYEeHWA Yy npouec 3axucty. [1oTpibHo
dopmMyBaTV Ha NIANPUEMCTBAX KYNbTYPY, A€ KOXeH NMpaLiBHVIK YCBIZOMIIKOE PUSVIKNA |
BiUyBae 0COOWCTY BIAMOBIAaNbHICT. KOPUCHO BMNPOBaAUTY MPOCTI Mpaswia-
HaraZlyBaHHs: mepes TUM aK KNAUHYTW MOCUAaHHA abo BIAKPUTU BKNAZEHHHA —
3a4yMaincs, Yu O4ikyBaB TV Lielt INCT, Y MePeBIprB TW aZpecy BiAnpaBHKa; SKLO
BMHVKAE XOY HalMeHLLa Nigo3pa — HeramHo nosigoM IT-Biagin. MNMpauiBHNKN MatoTb
3HaTW, A0 KOro 3BEpPHYTUCA B pa3i Nigo3pwv Ha OQilMHr (okpemnin inbox ans
nosigoMneHb nMpo phishing, abo 4aT 3 6e3nekoto). BaxvBo 3a0xouyBaTh Taki
MOBIZOMIEHHS, HE KapaTu 3@ NMOMWUIKOBY TPUBOTY — HaBMakW, XBaanuTi MUNbHICTb.
PeryndpHO OHOBAtOBATW MONITUKMA De3nekn Ta [AOBOANTU 1X [0 KOMeKTUBY
(Hampviknag, nosiTyKa LWOoAO 3abOpOHM BMKOPWCTOBYBATY OCOOWCTI MOWTK ANA
POOOYOI MePENNCKM, YU LLOAO MOPAAKY Ai Y pa3i OTPUMAHHS Nig03piNIoro 1cTa).

- OCBITHI mporpamy Ana KOPUCTyBadiB. Y LbOMY Hanpamky Ha piBHI
[EPKAaBHMX OPraHiB Ta CNiIbHOT AOLIbHO NPOBOANTM MACLITA0OHI OCBITHI KamnaHii
ANA HaceneHHsa LWoAo 6a30BMX NpuHUMNIB KibepririeHn. OCobmMBO Le CTOCYETHCH
KpaiH, 4e AifpKuTanisauisa BiabyBaeTbCA WBUAKAMU TeMMaMy (Hanpuknazg YKpaiHa).
PO3'ACHIOBaTV LULMPOKOMY 3arasy Npo TUMOBI 03HaKW GiLLINHIY, MPO NOMYAAPHI CXEMY
LaxpaiB (TenedoHHI A3BiHKM NPO “poanda B 6ial”, delikoBi SMS Big 6aHKy, iHTEpHEeT-
pO3irpaLui, KpUNTOBANOTHI adepn TOLLO) — Yepe3 coLianbHy peknamy, CHOXEeTN Ha
TenebaveHHi, iIHGopMaLiHi 6poLLypn y baHKax Ta BiAAINEHHAX NowWTn. BkaroyaTu
OCHOBW Kibepbesneku B LLKINbHY Ta BY3iBCbKy Mporpamy, abu 3 MO0 KAV BMINN
KPUTNYHO MUCINTU B LMGPOBOMY CepeaoBULLI. [TpoBOANTM ChelianbHi TPeHIHM
NS YPA3NVBLX FPYM HAaCeNeHHSA — NeHCIOHepIB (W06 He AOBIPANN KOXHOMY A3BIHKY
BiZ “Cnyx6um 6e3neky 6aHKy"), HOBUX iIHTEPHET-KOPMCTYBaUiB TOLLO.

OfHVM 3 KNHOYOBKMX BEKTOPIB QILUMHIOBMX aTakK 3a0MLLIAETLCA MAaCKyBaHHSA
BiANpaBHMKa nNig NeritmmHe gkepeso. He3Baxaroun Ha HaaBHICTb CydacHMX
MexaHi3MiB nepeBipk/ A0CTOBIPHOCTI enektpoHHo! rnowTn (SPF, DKIM, DMARC),
310BMUVCHUKI MPOAOBXYHOTE ePeKTUBHO BUKOPUCTOBYBATY CXOXI AOMEHHI iMeHa,
niapobneri nonsa Display Name, abo KOMMPOMETOBaHi akayHTU 419 CTBOPEHHS i/1t03il
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aBTEHTMYHOCTI. Taka oxemMa OILVHIOBMX aTak 3/M10BMUCHVKIB 33 [AOMOMOrOH
eN1eKTPOHHMX KOMT'FOTEPHKX NMPUCTPOIB MokasaHa Ha puc. 4.

Puc. 4. InrocTpayis GiLLMHIoBMX aTak 3/1I0BMUCHWKIB

Lleh dakT BKasye, WO TeXHIYHOI MepeBipkM [AOMEHIB HEeAOCTaTHbO —
HeobxiiHa piBeHb MepCoHaNbHOI abo OpraHi3auinHol A0BIpW, MNOAIOHWI A0
KOHLLenuil “6inoro cnucky” BepndikoBaHMX KOHTaKTIB.

ANA YCyHEHHS 3a3HaueHuX BULLEe HeAOoNIKiB MPOMOHYETLCA MoAens Trusted
Sender Verification System (TSVS) - c1ucTema Bepurdikayii LOBIpeHUX BiANPaBHKIB,
WO noeaHye kpuntorpadiuHy nepesipky (SPF/DKIM/S-MIME/PGP) 3 avHamiuHoORO
KHWUIOK KOHTAKTIB A0BIPW. [i CyThb Mosirae y ToMy, WO eNeKTPOHHI MoBIAOMIEHHS Big
HeBIZOMMX ab0 HemiaTBEPAKEHVX [Kepen MapkyrTbCa Sk HerepeBipeHi, TOAl Ak
NNCTW Bif, KOHTAKTIB, AKi MPOMLLAN ABOCTOPOHHIO ab0o AOMeHHY aBTeHTUdIKaLio,
OTPUMYHOTb CTaTyC “MepeBipeHoro BiAMpaBHMKa". TakiM YMHOM, KOpPUCTyBay abo
OpraHi3auinHa cnctema besnekn OTPUMYE A0AATKOBUIA LLAP KOHTEKCTHOT GinbTpaLlil,
AKUI BILOKPEMIIIOE MOTEHLUIMHO LWKIANMBI KOMYHIKaLLT.

Cuncrema TSVS QyHKLUIOHYE Ha ABOX PIBHAX:

1. TexHiuHa aBTeHTMdIKALIA NOBIAOMAEHHS. Ha UbOMy eTani 34iMCHIETHCA
rnepesipka:
kopekTHOCTI SPF Ta DKIM nianwcis,

BiAnoBiaHOCTI fgomeHy nonitui DMARC (alignment check),
— HaABHOCTI AincHOro kpuntorpadiuHoro nianucy S/MIME abo PGP,
niatpumMk TLS/MTA-STS abo DANE ans 3ax1cTy KaHany nepesavi.

AKWO nepeBipk/ MPOXOAATb YCMLIHO, MOBIAOMIEHHS OTPUMYE 0a30BMN
piBeHb fosipu - “verified domain”.

2. CoujanbHa/opraHizauiiHa Bepudikalid KOHTakTy. Ha  UbOMy  piBHiI
dopmyeTbca “kKHuMra fosipeHVx BignpaBHukis” (Trusted Address Book), y dky
3aHOCATLCH:
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— agpecy, 3  AKMMK  BIAOYBaBCA  B3aEMHWM  OOMIH  MIANWMCaHUMU
NoBiZOMAEHHAMY (aHanor npuHUmny Trust On First Use),

— ajpecy, WO BXOAATb 4O KOprnopatuBHOro katanory (Active Directory,
Google Directory Towo),

— aapecy, NATBEPAXEH] BPYUHY KOPUCTYBaYeM ab0 aMiHICTDAaTOPOM.

Jnctn Big agpec, BIACYTHIX Y KHW3I AOBIPY, MO3HAYarOTbCA AK “HeBigome
[xepeno” 3 BigNoBigHVM Bi3yanbHVM MonepekeHHAM Y KMEHTI NOLWTU.

PyHKLIOHYBaHHA TSVS MOXHa MOPIBHATM 3 MEXaHI3MOM B3aeMHOI BepudikaLil
KOHTaKTIB y MeceHmxepi Signal. Y Signal kopuncTyBay 6aunTb MOBIAOMNEHHS Bij
HOBOTIO CMiBPO3MOBHVIKA N1LLE MiCAA TOro, 9K BiAOYNOCA B3aEMHE MiATBEPAXEHHS
KOHTaKTIB (HasBHICTb HOMEPa OAMH OAHOrO Y CINCKY KOHTAKTIB abo py4yHa 3rosa Ha
no4aTok CinkKyBaHHS:A).

AHanoriyHmin niaxia y TSVS nepegbadag, WO aBTOMaT/YHE MO3HAYeHHA AK
“NOCTOBIPHOTO” MOX/IMBE JIMLLE 3@ YMOBU B3aEMHOI JOBIPU — HaMpukiaz, 9KLo
0O6W1ABI CTOPOHW OOMIHANNCA NIANNCAHUMU UCTaMV ab0o MPOWMLLIN NMepeBipKy 3a
IHLUM KaHanoM (A3BIHOK, KOAoBa Gpa3a, 3axnuleHuit 4aT). Cxema QyHKLIOHYBaHHSA
TSVS nokasaHa Ha puc. 5.

r HoeipeHa
! KHura eNneHnn
SPF/DKIM/ i
DMARC ' YKoBTui
BignpaBHWK : T -
MoLwITH !
v LI aHani3
~—p{ 3axuieHo FIOBe,EliHKM
TLS?

MepeBipeHni

=

v
Hesigpomui
< ) —
- % ==

KopnopaTvgHuin | 11A03PINNiA i KoHconb

cepsep KapaHTMHHa agMiHicTpaTtopa
NOLWTOBA CKPUHbKA

Puc. 5. CxeMa PyHKLiOHYBaHHSA TSVS

Taka B3aEMHa MOJe/b 3HAaYHO 3HXYE ePekTUBHICTE QILLMHIOBMX KaMMaHiin,
OCKIIbKM HaBIiTb Y pasi YCMiLWHOro MackyBaHHA AOMeHy abo BiANpaBHMKA NNCT He
noTpanige y “4oBipeHn NpocCTip” KOPUCTyBaya.
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Ana NMpakT4YHOro 3actocyBaHHA TSVS MPOMOHYETHCA TPUCTYNeHeBa cucTeMa
MapKyBaHHs MOBILOMAEHb Y K/EHTI:

PiBeHb

CraTtyc

YMOBUW aBTeHTUIKaLl

NepeBipeHny

Bi4OMWA KOHTaKT, MpoAAeHO
DKIM/DMARC + B3aemHa
icTopig abo nianwc S/MIME

3eneHe MapkyBaHHS,
[O3BONEHWIN aKTUBHM
KOHTEHT

Hosui BianpaBHWK abo 6e3

MNonepepxeHHs "HesigoMunii

Reply-To

Heigomnii . BiANPaBHMK’, OOMeXeHHs
KpmnTonianmcy o
KniKiB
DKIM/DMARC fail, look-alike | YepBoHuin baHep,
Migospinun LOMEH, pisH1UA Mix From i aBTOMATUYHWNA KapaHT/H

NNCTa

CnOBILLEHHA KMNIEHTIB - ABUNYH MpoAaxiB 6araTeox 6isHeciB. LLIBKAKO
MOBIAOMUTI COTHI NIKOAEN MPO 3HWXKY, PO3MPOAaxXi, CTaTyC 3aMOBJ/IEHHSA abo
[OCTaBKM MPOCTO HeOobXiAHO, LWO6 3abe3neynTn BUCOKMIM piBEHb CepBicy. YuMm
binblue KNiEHTCbka 6a3a, TUM  CKNaAHiWe 3HanTWU  yHIBEpCaNbHUIA  CMOCIO
iHGOPMYBaHHA - OAHI BBaXatoTb 3a Kpalle CMC, iHLi Y1TaloTb MOBIAOMIEHHSA B
MeCeHxepax, TPETIM 3PyUHiLLe OTPUMATIA INCT MO eNeKTPOHHIN MOLUTI.

ABTOMATVYHI OMOBILLEHHSA BIANPaBAAOTLCA B PEXMMI PeasbHOro Yacy abo 3a
3afaHUM rpadikoM. Lle 03Hauae, Wo Hes3anexHo Bif KiNbKOCTI KOHTAKTIB B 6a3i, BCi
nepeannaTHUKY  OTPUMAarOTb  MOBILOMAEHHA MPaKTUYHO OAHOYacHO. CepBic
ABTOMaTNYHMX MOBIAOMIEHb JO3BOIAE EKOHOMUTY Yac CNiBPOOITHVIKIB - binbLUe He
NOTPIOHO BIANPABAAT OCOBUCTI NUCTX  KNiEHTaM, CUCTeMa CaMa BiANPaBUTb
NOBIAOMAEHHS MO LLAbIOHY.

CepBiC MUTTEBMX aBTOMATUYHKIX MOBIAOMIEHD - Lie eKOHOMIS POHBOYOro Yacy
CNIBPOBITHKKIB | 3aC06iB KOMMaHii. CCTeMa A03BOAE FOBOPUTY 3 KJIIEHTOM 3aMiCTb
npoaasLUa. lepeBara MoBiAOMIEHb B TOMY, LLO KNIEHT MOXE O3HaNOMUTNCHA 3
MOBIAOMNEHHAM Y 3DYYHUIA ANS HBOrO Yac (Nig Yac nepepsu abo nicaa poboTn). Y
TOW Yac AK A3BIHOK Bif MeHepKepa 3 NpoJaxy B pOOOUMI Yac MOXe CPUMaTUCA
AK APATIBAVBUN YAHHUK.

BrnpoBagkeHHs cnctemm aBToMaTUYHMX MOBILZOMIEHb A03BOSIAE NIABULLATIA
NOSANBHICTb KMEHTIB. IHGOPMYBaHHA MPO CTaTyC 3aMOB/IEHHA ab0 AOCTaBKM, 3MiHN
poboyoro rpadika, 3HWXKNW, PO3NPOAaXi A€ MOXIMBICTb Haragaty MNpo cebe |
NIATPYMYBATW 3B'A30K 3 KJIIEHTOM. BMKOPUCTOBYMTE CUCTEMY OMOBILLEHb, LIO6
MPUBITATV KNIEHTIB 3 AHEM HAPOAXEHHS ab0 CBATOM, MPOMOHYHOUN OCOBANBI YMOBY
06CNyroByBaHHS.

ABTOMaTWYHI  OMOBILLEHHS MOXHa BWKOPUCTOBYBAaTY ANS  OTPUMaHHA
3BOPOTHOrO 3B'A3Ky MPO TOBapw i Mocayry abo BiABiAyBaHHI 3aknagy. Haaiwnite
KNIEHTY MOBILOMNEHHS 3 OMUTYBaHHAM, LLOO Ai3HATLCA MPO MOr0 BPAXEHHS |
NONMINWUTL CepBIC. IHTerpauid uart-6ota B Telegram [J03BOMSE HaNALWITYBaTK
BIZAMOBIAI Ha akTyalbHi MUTAaHHA Ta KOHCY/IbTYBaTV KJIIEHTIB LiNI040O0BO, HaBITb KON
0diC 3aKpUTUN.

®yHKLiOHaN aBTOMATUYHKX MOBIAOMIEHL MOXHa IHTerpyBaTy 3 MPorpamoro
nosinbHOCTI. CcTeMa aBTOMATNYHO NPOIHGOPMYE KiEHTa MPO HasABHICTb 6aniB abo
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OOHYCIB, KOMW 1X KINbKICTb [AOCATHE MeBHOro piBHA. MoxBa BiAnpaska
NOBIAOMIEHb Yepes 3a/jaHi MPOMIKKM Yacy (LLOMICALRA, KBapTaa abo pas Ha pik).

[lofaTKoBO iHTerpoBaHa MOXMBICTb PerytoBaHHA KiflbKOCTI MOBIAOMNEHb.
KnieHT cam BMOUPAE, CKiNbKM MOBIAOMIEHb BIH XOUe OTPUMYBAaTU | 9K YaCTO. AKLLO
nocayra Oifbll He akTyalbHa, O4epXyBay MOXe BIAMOBUTLCA BiZ PO3CUIKA -
BIAMOBIAHWI MapKep 3'aBNTbCA B KapTLi kiieHTa B CRM.

Poscrnka SMS nosigomneHb, Wo iHTerposaHa B CRM-cuctemun, A03BONAE
CTBOPUTY Ta HanaliTyBaTV Mg NOTpebu CBOro 6i3Hecy aBTOMaTUUHy CUCTeMy
KOMYHIKaLiT 3 MOCTIMHUMU KNIEHTaMK Ta 3aMOBHVKaMK. Mpuy LbOMY A8 TOrO, o6 LA
cicTemMa nodana  QyHKUIOHYBaTK, KepiBHUKY KOMMaHil abo PO3POOHKKY, AKUIA
BVKOHYBaB CTBOpeHHA CRM-cuctemy, MOTPIOHO nnwle OAMH pa3 HanawTyBaTy
aBTOMAaTUYHI CLeHapil Ta LWabaoHW, MiCAa 4oro nporpamHe 3abesnevyeHHd
CaMOCTINHO BMKOHYBaT1Me BiAMNpaBaeHHA NOBIAOMIEHb NEBHIN rpyni KNIEHTIB.

Llel MexaHi3M HaZae KOpUCTyBaYy BidyasbHi CUrHanM 6e3neku, aHanorivHi 4o
“verified” NO3HAYOK y MeceHpxepax abo COLiaNbHUX Mepexax.

[NepeBaramy MeTOAY €:

— 3MeHLUeHHA pKr3MKy aTak i3 nigmiHow BianpasBHuKa (spoofing, look-alike
domains).

— MOXMBICTb IHTerpauil 3 ICHyrUMMW MNpOTOKOMAMW  aBTeHTUdIKaLi
(SPF/DKIM/DMARC/S-MIME).

— NPOCTa ANA CNPUAHATTA KOPUCTYBaYeM MOAENb “APYXHIN/YyXIA NnCT”.

— NiABNLLEHHSA CTYaLLIMHOI 0BI3HAHOCTI — KOPUCTYBaY HAUNTb PiBEHb A0BIPY
[0 MOoBiAOMAEHHA.

ObMexXeHHaMN €:

— CKNAAHICTb MIATPYMKU B CEPeAOBULLAX 3 BEMKOK KiNIbKICTHO 30BHILLHIX
KOHTaKTIB.

— PU3KVK KOMMpOMeTaLil “A0BipeHOro” akayHTa — AKLLO CNpaBXHil BiANPaBHUK
3N1aMaHWiA, CMCTeMa MO3HAUNTb NOro AK 6e3MeYHOro.

— HeOOXiAHICTb LEHTPani3oBaHOro KepyBaHHA MofiTVKaMu  A0BipK  Ta
OHOBNIEHHS CepTUdIKaTIB.

laea TSVS y3rofxyeTbcsa 3 TeHAeHLUie po3BuTky npotokonie Verified Mark
Certificates (BIMI) Ta koHuUenuii Zero Trust Email Framework, ane AonoBHKOE iX
nepcoHanbHUM piBHEM [OBIpW. Hagani MOX/IMBeE PO3LUVPEHHS MexaHi3My depes
BUKOPWCTaHHSA:

— Al-mozenen nNoBeAIHKOBOI  aBTeHTUOIKAL(, aKi  aHanisyrTb  CTWUb
NCTYBaHHSA | nonepexaroTb NPy HETUMOBOMY TEKCTI,

— [ABOETanHol Bepudikalii KOHTAKTIB  MiX oOpraHizayigMmm  (Hanpuknag,
niaTBepAxeHHs gomeHis yepes DNS challenge),

—iHTeponepabenbHOCTI 3 MeceHaXepamu, Ae BXe pPeanizoBaHOo MexaHi3m
B3aeMHOI Bepudikayii (Signal, Matrix, WhatsApp).

BucHOBKM. TakMM YnMHOM, c1CTeMa BepudikaLil fOBIPEHUX BiAMPaBHYIKIB MOXeE
CTaTV OAHUM 3 K/IHOYOBWX e/IeMEeHTIB Cy4acHO! CTpaTeril 3axucTy Big QilunHry,
3abe3neuyour  He nlle  TexHiYHy, a W  COUjaNbHO-KOHTEKCTHY MnepeBsipky
[AOCTOBIPHOCTI MoBiAOMNeHb. CTBOPEHHSA LLAOAOHIB MOBIAOMIEHb AN KOXHOMO
BVAY MOBILOM/IEHb A03BONSE BUKIFOUNTUA MOMWUIKA | NHOACEKNA dakTop. Moxnnse
CTBOPEHHA HeobMmexXeHOI KiNbKOCTI LWab/oHIB A9 KOXHOro etany BOPOHKM
Npoaxie - iHOOPMALIMHI, WO 3any4aroTb, MPOAAOTH MOBIAOMAEHHSA. /1A
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KepiBHMLUTBa KOMMaHIii AOCTyrnHa Hackpi3Ha aHanituku no BCbOMY PO3CUIOK i
KOXHOMY KaHa/ly okpemo.
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Summary. This work examines modern phishing methods, current development trends, and
effective countermeasures. The dynamics of phishing attack growth worldwide are analyzed,
highlighting the evolution from mass email campaigns to targeted phishing, smishing, vishing, and
Al-driven deepfake-based attacks. Real-world incidents are discussed, including the npm supply
chain compromise, which demonstrated the high risks to software distribution ecosystems.
Particular attention is given to the social-engineering dimension of phishing and the increasing role
of psychological manipulation. A comprehensive approach to phishing mitigation is proposed,
combining technical, organizational, and educational measures. The paper introduces the Trusted
Sender Verification System (TSVS) — a trusted-sender verification model that integrates multi-level
authentication and dynamic trust management in email communication. The proposed method
combines cryptographic verification with social trust mechanisms to significantly reduce the
effectiveness of spoofing and phishing campaigns. The research results have practical importance
for enhancing cyber resilience in governmental and corporate structures of Ukraine.
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